
Keep your 
home Wi-Fi secure

Change default credentials on your home Wi-Fi networks – default Wi-Fi passwords are
easy for threat actors to guess. Ensure the password is long and complex.

Never using WEP encryption, WEP is no longer considered secure and can easily be 
cracked. Routers should be configured to use WPA2 at a minimum.

Change the default admin credentials on routers so that unauthorised changes 
cannot be made.

Check for, download and install new firmware for routers periodically to ensure that
vulnerabilities are patched.

Update default DNS settings to a service that provides filtering of known malicious 
websites.

The average Australian household has over 20 connected
devices. It is your responsibility to protect your home
internet and use it safely and securely.
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