
Top 5 Tips for 
Cyber Security
01
Set up multi-factor 
authentication on your 
devices
Choose to get a code sent to another 
device when logging in online. This is 
an added layer of security on your 
accounts.

02
Never leave your devices 
unattended
Never leave your devices unattended. If 
you are stepping away from your desk, 
lock your screen with a unique password.

03
Beware of suspicious 
emails, SMS and phone 
calls
Stop and think before clicking on links 
or giving away personal information.
Never give out information such as 
credit card details, bank account 
details or passwords.

04
Be mindful of devices 
you plug into your 
computer
If you find a USB or external hard drive 
lying around, do not plug it into your 
device.

05
Never use public Wi-Fi
Avoid using free public wi-fi . If you 
require internet access, use a secure 
hot spot.

Learn more at: 
https://www.digital.nsw.gov.au/policy/cyber-
security/cyber-security-resources/cyber-
security-awareness-resources
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